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Resumen: INTRODUCCION. Actualmente, las ciberagresiones suponen un problema que genera
consecuencias negativas en las relaciones entre iguales e incluso hacia el profesorado y que, por consiguiente,
puede darse en cualquier etapa educativa, incluida la universitaria, donde dicho fenébmeno ha sido poco
abordado en comparacion con el resto de las etapas. METODO. Partiendo de esta premisa, el objetivo del
estudio es conocer si el estudiantado universitario realiza ciberagresiones entre iguales y hacia el profesorado.
La investigacion es cuantitativa aplicando un cuestionario que recoge informacion sobre las ciberagresiones
realizadas por el estudiantado universitario tanto al profesorado como hacia los/as companeros/as. Sigue
un diseno transversal, ex post facto. Se recogié informacion de 512 estudiantes de grado de la Universidad
de Huelva (Espana). RESULTADOS. Los resultados obtenidos mostraron evidencias sobre la presencia de
ciberagresiones realizadas en el contexto universitario, predominando las ciberagresiones de tipo visual,
verbal, de manipulacion de contenidos y de exclusion social. De igual modo, se identificaron diferencias
respecto al género en las ciberagresiones de tipo visual y de extorsion, predominando el masculino. Asimismo,
las ciberagresiones de tipo verbal y social se relacionaron con estudiantes que tienen intencion de abandonar
los estudios universitarios y que usan el mavil en clase sin un fin educativo. DISCUSION. Las conclusiones
ilustran que las ciberagresiones suponen un fendmeno presente en la universidad, afectando tanto al
profesorado como al estudiantado y que, por consiguiente, requiere de una atencion inmediata, a través
del disefio, implementacion y evaluacion de medidas de deteccion, prevencion e intervencion. Entre estas
medidas se encuentran los protocolos de actuacion, los servicios de apoyo psicologico, la formacion sobre el
uso responsable de las tecnologias y la promocion de proyectos de investigacion que abarquen esta tematica.
Palabras clave: ciberagresion; estudiante universitario; profesorado universitario; universidad.

Exploring sociodemographic and academic characteristics associated
with different types of cyberaggressions carried out at the university

ENG Abstract: INTRODUCTION. Currently, cyberaggressions represent a problem that causes negative
consequences in peer relationships and even toward teachers, and therefore can occur at any educational
stage, including university, where this phenomenon has been less addressed compared to other levels.
METHOD. Based on this premise, the aim of the study is to determine whether university students commit
cyberaggressions against their peers and teachers. The research is quantitative, using a questionnaire that
gathers information about cyberaggressions carried out by university students both toward teachers and
classmates. It follows a cross-sectional, ex post facto design. Data were collected from 512 undergraduate
students at the University of Huelva (Spain). RESULTS. The results showed evidence of the presence of
cyberaggressions in the university context, with a predominance of visual, verbal, content-manipulation, and
socialexclusiontypes. Additionally,genderdifferenceswereidentifiedinvisualand extortioncyberaggressions,
with males being the predominant group. Furthermore, verbal and social cyberaggressions were associated
with students who intend to abandon their university studies and who use their mobile phones in class without
an educational purpose. DISCUSSION. The conclusions illustrate that cyberaggressions are a phenomenon
present at the university level, affecting both teachers and students, and therefore require immediate
attention through the design, implementation, and evaluation of detection, prevention, and intervention
measures. These measures include action protocols, psychological support services, training on responsible
technology use, and the promotion of research projects addressing this topic.

Keywords: cyberaggression; university student; university faculty; university.
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Introduccion

En los ultimos afnos, las tecnologias de la informacion y la comunicacion se han instalado en diferentes
sectores de la sociedad, dando lugar al surgimiento de una cultura del ciberespacio. Esto ha traido consigo
multiples ventajas, pero también ciertos inconvenientes, como el ciberacoso (Giménez-Fita et al., 2023),
que se define como “un dafno deliberado y repetido infligido mediante el uso de computadoras, teléfonos
celulares y otros dispositivos electronicos” (Hinduja y Patchin, 2009, p. 5). Asi, nos encontramos ante un
fendomeno cada vez mas estudiado en las distintas etapas educativas, entre ellas, la universitaria (Caurcel y
Crisol, 2022; Khine et al., 2020; Martinez-Monteagudo et al., 2020), corroborando que la Educacion Superior
no esta exenta de esta problematica.

En el ambito internacional, se han llevado a cabo diversas investigaciones que concluyen que las tasas
de prevalencia de estudiantes universitarios que son victimas de ciberacoso oscilan entre un 5% y un 40%
(Finn, 2004, Lindsay y Krysik, 2012). Aun asi, este problema ha aumentado recientemente, evidenciandose
que el ciberacoso esta cada vez mas presente entre el estudiantado universitario (Martinez-Monteagudo
et al., 2020), con tasas de prevalencia muy dispares, que van desde el 10% al 60%, dependiendo del pais
(Kowalski et al., 2023).

Centrandonos en el contexto espafiol, Vergel et al. (2016) manifestaron que el ciberacoso esta presente
entre un 20% y un 50% del estudiantado universitario. En esta linea, se han encontrado diversas tasas de
prevalencia entre los agentes implicados (victima, agresor, espectador y victima/agresor) y las metodologias
deinvestigacion empleadas (Martinez-Ramon et al., 2020). Asimismo, Polo et al. (2017) pusieron de manifiesto
en otro estudio que el 916% de la muestra se identificaba como victima, un 15.3% como perfil agresor,
un 18.1% como victima/agresor y el mayor porcentaje se concentraba en aquellas personas que no se
identificaban con un rol concreto (50.4%). Martinez-Monteagudo et al. (2020), por su parte, han destacado
que el 18.6% han sido cibervictimas y el 19.4% ciberagresores.

Todo ello ha dado lugar a tratar el ciberacoso como un problema social preocupante, entre otros
aspectos, por sus elevadas tasas de prevalencia, asicomo sus graves repercusiones en los distintos agentes
implicados (Laorden-Gutiérrez et al., 2023).

Respecto a las victimas, han sido asociadas con sentimientos negativos, como inseguridad, angustia,
vergienza, depresion, estrés o ansiedad (Khine et al., 2020). Sin embargo, en otros estudios se destaca
que las victimas sienten ira, impotencia y frustracion, acarreando incluso trastornos psicologicos (Hinduja y
Patchin, 2009). Por su parte, las victimas/agresores suelen manifestar sentimientos de frialdad e indiferencia
emocional (Khine et al., 2020). Aludiendo a los espectadores, Vallés (2014) defiende que son personas
caracterizadas por sufrir cambios bruscos en el plano emocional.

Igualmente, esta presente el rol del agresor, quien realiza distintas actividades dafinas debido a la
sensacion de distancia e incluso anonimato en el plano virtual (Avilés, 2013). Del mismo modo, el agresor
no suele expresar sentimientos de arrepentimiento, compasion o culpa. Sin embargo, si presenta sintomas
de malestar general, cierta sensibilidad interpersonal, depresion, hostilidad, ansiedad y paranoia (Martinez-
Monteagudo et al., 2020).

Todo ello se ha materializado en la realizacion de determinadas conductas nocivas, donde Lucio (2009),
en una muestra de 1066 estudiantes de una universidad mexicana, determind que los hombres (21.2%)
insultaban con mas frecuencia a sus iguales que las mujeres (13.1%). Del mismo modo, dos de cada 10
estudiantes manifestaron haber ejercido el rol de ciberagresor, de acuerdo con las siguientes conductas:
22.2% amenazas, 10% acoso sexual y 11.5% a través de comentarios contra el honor.

En cualquier caso, siguen siendo escasos los estudios que han abordado el ciberacoso en la Educacion
Superiory,masconcretamente,lasconductasque prevalecen,asicomolascaracteristicas sociodemograficas
y académicas asociadas a los diferentes tipos de ciberagresiones realizadas. En consecuencia, numerosas
investigaciones concluyen que esimportante profundizar en estatematica, maxime cuando nos encontramos
ante un problema que genera consecuencias negativas en las relaciones entre iguales (Méndez et al., 2019;
Souza et al., 2022) e incluso hacia el profesorado (Williamson et al., 2023), colectivo este ultimo que, segun
el estudio llevado a cabo por Cassidy et al. (2015), revel6 haber sufrido ciberacoso por parte de estudiantes
(12%) o comparieros/as (9%). Asimismo, Tomczyk et al. (2024) describieron algunos tipos de ciberagresiones
realizadas hacia el profesorado universitario, entre los que se encuentran la difamacion en foros, grabaciones
sin consentimiento previo, chantaje online, entre otros.

Teniendo en consideracion todo lo anteriormente expuesto, la presente investigacion tuvo como objetivo
general conocer si el estudiantado universitario realiza ciberagresiones entre iguales y hacia el profesorado.
Y como objetivos especificos: a) identificar qué conductas agresivas, a través de internet, predominan en la
universidad, desde el rol de agresores/as; b) examinar qué caracteristicas sociodemograficas y académicas
se asocian a los diferentes tipos de ciberagresiones realizadas.

Método

La presente investigacion es de naturaleza cuantitativa y sigue un disefo transversal, ex post facto. A
continuacion, se describe el proceso de la investigacion.
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Participantes

La poblacion objeto de este trabajo es el estudiantado universitario de la Universidad de Huelva (Espana),
compuesta por 8674 estudiantes de grado. Para seleccionar a las personas participantes, se utilizé un muestreo
no probabilistico, deliberadoy accidental, alcanzando un total de 512 estudiantes, de los cuales un 39.6% (n=203)
son hombres y un 60.2% (n=307) son mujeres, necesitando un tamafo muestral de, al menos, 368 participantes
para garantizar la representatividad, con un margen de error del 5% y un nivel de confianza del 95%.

Las areas de conocimiento que se han abordado son: Humanidades (11.9%, n=60), Ciencias de la Salud
(17.8%, n=91), Ciencias (5.9%, n=30), Ciencias Sociales y Juridicas (52.7%, n=270) e Ingenierias (11.7%,
n=60); distribuidos en los cursos de primero (28.8%), segundo (25.9%), tercero (22%) y cuarto (23.2%); con
un rango de edad de entre 17 y 69 afos (M=21.47, DT=4.42). Respecto a los datos sociodemograficos, el
49% del estudiantado procede del ambito rural y el 51% del ambito urbano. El 78.9% (n=404) de la muestra
manifiesta utilizar el movil en clase sin un fin educativo. El 54.6% pasan entre dos y cinco horas diarias con el
teléfono movil, el 34.7% pasan entre cinco y 10 horas diarias, el 11.9% menos de dos horas diarias y el 2.7%
revelan pasar mas de 10 horas diarias con el teléfono movil.

En cuanto al sentimiento de bienestar en clase, el 93.6% (n=479) dicen sentirse bieny el 6.4% (n=33) no se
sienten bien. Valoran las relaciones con sus iguales mayoritariamente como buenas (69.1%), el 29.7% les es
indiferente y el 1.2% las valora como malas. El 92.4% de la muestra manifiesta sentirse segura manteniendo
relaciones sociales con sus companeros/as. Un 26.6% de los participantes han pensado en abandonar los
estudios (n=136). Respecto a la asistencia a clase, el 89.5% asiste con regularidad (n=458). De los que no
asisten con regularidad a clase, la media de numero de clases a la semana que suelen faltar es de 3.5
(DT=1.80). El nivel de motivacion que expresa el alumnado en relacion con sus estudios universitarios es,
en general, un nivel medio (58.8%), seguido de un nivel alto (32.8%) y un nivel bajo (8.4%). El estudiantado
considera su rendimiento académico, mayoritariamente, de notable (55.7%), seguido de suficiente (34.8%),
de sobresaliente (5.7%) y, minoritariamente, de insuficiente (3.7%).

De estos datos descriptivos, podemos concluir que, en general, hay un buen ambiente de clase en la
universidad, aunque preocupa el porcentaje mas minoritario que apunta a todo lo contrario.

Instrumento

Se disefd un cuestionario ad hoc conformado por dos bloques de contenidos. El primer bloque de
contenidos recoge informacion sobre variables de tipo sociodemograficas y académicas con preguntas en
relacion a: edad (escala), area de conocimiento al que pertenece el estudiantado (Humanidades, Ciencias
de la Salud, Ciencias, Ciencias Sociales y Juridicas e Ingenierias), curso (1°, 2°, 3° y 4°), género (masculino/
femenino), sentimiento de bienestar en clase (si/no), intencion de abandono (si/no), motivacion (alta/media/
baja), valoracion de las relaciones con los iguales (indiferentes/buenas/malas), uso del movil en clase (si/no),
horas diarias que pasa con el teléfono mévil (menos de dos horas, entre dos y cinco horas, entre cincoy 10
horas, mas de 10 horas), asistencia con regularidad a clase (si/no), nimero de clases que falta a la semana
(escala), sentimiento de seguridad con iguales (si/no) y consideracion en los distintos roles de ciberagresion:
agresor/a (si/no), victima (si/no), observador/a (si/no) y agresor/a hacia el profesorado.

El segundo bloque de contenidos recoge informacion sobre conductas de ciberagresiones que harealizado
la muestra participante en el estudio (Tabla 1). Se formularon un total de 19 items medidos en una escala tipo
Likert con cuatro grados de respuesta (siendo 1 nunca, 2 pocas veces, 3 algunas veces y 4 muchas veces).

Tabla 1. Conductas de ciberagresiones realizadas entre iguales y hacia el profesorado

Subescalas ftems

Al. Insultar, amenazar o poner en ridiculo en Internet, redes sociales o en grupos como el WhatsApp a otros
comparieros/as.

A2. Criticar, burlarse de comentarios, fotos o videos que hayan subido compafieros/as en Internet, redes
sociales o en grupos como el WhatsApp.

A3. Entrar en un perfil o cuenta de algin compafiero/a sin consentimiento.

A4. Crear una cuenta falsa con datos personales de otros compafieros/as con fines dafiinos (insultos, burlas,
amenazas, etc.) a través de Internet, redes sociales o grupos como el WhatsApp.

AS5. Colgar material con contenido sexual sobre otros compafieros/as en Internet, redes sociales o en grupos
como el WhatsApp.

A6. Colgar y/o difundir videos o fotos (Stickers, memes, etc.) comprometidas de compafieros/as en Internet,
redes sociales o en grupos como el WhatsApp.

A7. Manipular fotos (Stickers, memes, etc.) que habian colgado compafieros/as en Internet, redes sociales o
en grupos como el WhatsApp con intencién de burlarse.

A8. Excluir o ignorar a algin compafiero/a de una red social o grupo como el WhatsApp.

A9. Grabar o fotografiar sin consentimiento a otros compafieros/as con motivo de burla.

A10. Difundir rumores o mentiras sobre otros compafieros/as en Internet, redes sociales o en grupos como
el WhatsApp.

Al1l. Chantajear a algiin compafiero/a con publicar contenido comprometido en Internet, redes sociales o en
grupos como el WhatsApp.

AP1. Insultar, amenazar o poner en ridiculo en Internet, redes sociales o en grupos como el WhatsApp al
profesorado.

AP2. Criticar, burlarse de comentarios, fotos o videos que hayan subido el profesorado en Internet, redes
sociales o en grupos como el WhatsApp.

AP3. Crear una cuenta falsa con datos personales del profesorado con fines dafiinos (insultos, burlas,
amenazas, etc.) a través de Internet, redes sociales o grupos como el WhatsApp.

AP4. Colgar y/o difundir videos o fotos (Stickers, memes, etc.) comprometidas del profesorado en Internet,
redes sociales o en grupos como el WhatsApp.

APS. Grabar o fotografiar sin consentimiento al profesorado con motivo de burla.

Ciberacoso realizado entre iguales

AP6. Manipular fotos (Stickers, memes, etc.) que habian colgado el profesorado en Internet, redes sociales o
en grupos como el WhatsApp con intencién de burlarse.

AP7. Difundir rumores o mentiras sobre el profesorado en Internet, redes sociales o en grupos como el
WhatsApp.

AP8. Chantajear al profesorado con publicar contenido comprometido en Internet, redes sociales o en grupos
como el WhatsApp.

Ciberacoso realizado hacia el profesorado

Fuente: elaboracion propia
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Para el disefio del cuestionario, se hizo una revision tedrica de diversas escalas que evaluan el ciberacoso
en el ambito universitario, asi como diferentes aportaciones tedricas que han servido como base conceptual
de esta investigacion (Caurcel y Crisol, 2022; Ghada, 2020; Goniiltas, 2022; Martinez-Ramon et al., 2020;
Polo et al., 2017; Valdés et al., 2018). Se decidio desarrollar un instrumento debido a la falta de investigaciones
previas que abordan este fenomeno desde un enfoque cuantitativo, centrandose en conductas realizadas
entre iguales y hacia el profesorado dentro del ambito universitario.

El cuestionario fue revisado por un grupo de cuatro personas expertas, dos especialistas en metodologia
de investigacion educativa y dos especialistas en convivencia escolar, todos/as docentes de universidad.
Revisaron la redaccion y adecuacion de los items formulados. Se examind la concordancia de la escala
ciberagresiones realizadas, obteniendo unos indices buenos que oscilaron entre .76 y .81 (IC del 95%).
Se evaluaron las siguientes propiedades psicométricas de la escala: indice de homogeneidad y Alfa de
Cronbach (para identificar items débiles). Para la validez de constructo, se estudio la estructura factorial
exploratoria (componentes principales y extraccion Varimax). Tras el analisis factorial exploratorio, se estudio
la confiablidad de la escalay subescalas obtenidas a través del Alfa de Cronbach e indice de homogeneidad.
Todas estas propiedades se obtuvieron a través de SPSSv25. Seguidamente, se estudiaron los indices de
ajustes del modelo obtenido a través de ecuaciones estructurales con Amosv23. Se siguieron los siguientes
criterios para el ajuste (Huy Bentler, 1999) chi-cuadrado (x2 /df.), cuyos valores < 5 se consideran aceptables y
< 3 muy buenos, y a los indices RMSEA (Root Mean Square Error of Approximation), cuyo valor recomendado
es < .08, el indice CFI (Comparative Fit Index), el TLI (Tucker-Lewis Index) y el GFl (Goodness-of-fit index),
cuyos valores 6ptimos son > .90y > .70 aceptables (Schumacker y Lomax, 2015).

En cuanto a la consistencia interna, la escala obtuvo un Alfa inicial de .79 para los 19 elementos,
identificandose como items débiles (IHc<.20), cuya eliminacion mejoraba la confiabilidad, los siguientes: A3.
Entrar en un perfil o cuenta de algun companero/a sin consentimiento, IHc= 11; A4. Crear una cuenta falsa
con datos personales de otros compafieros/as con fines daninos (insultos, burlas, amenazas, etc.) a través
de Internet, redes sociales o grupos como el WhatsApp, IHc=.05; A5. Colgar material con contenido sexual
sobre otros companeros/as en Internet, redes sociales o en grupos como el WhatsApp, IHc= .12; AP3. Crear
una cuenta falsa con datos personales del profesorado con fines dafinos (insultos, burlas, amenazas, etc.)
a través de Internet, redes sociales o grupos como el WhatsApp, IHc= .07; AP8. Chantajear al profesorado
con publicar contenido comprometido en Internet, redes sociales o en grupos como el WhatsApp, IHc= .18.

Tras la eliminacion de esos items, la escala alcanzoé un Alfa de .8 para 14 elementos, no identificandose
items débiles (IHc<.20).

En el analisis factorial exploratorio se tuvieron en cuenta las comunalidades, esto es, la cantidad de
varianza que explica cada item en los factores extraidos, comunalidades inferiores a .2 se recomienda ser
eliminados (Ferrando et al., 2022). Y los pesos factoriales, identificar cargas factoriales débiles (y <.5) o
cargar, el item, de manera similar en mas de dos factores, sin decantarse, notoriamente, por uno de ellos
(Nunnally y Bernstein, 1995).

Los resultados del analisis, atendiendo a los criterios anteriores, no mostraron ningun item problematico.

Se aplico el test de adecuacion muestral a través del KMO=.74 (valor recomendado >.70, siguiendo
el criterio de Carmona (2014)) y la prueba de esfericidad de Bartlett = 1202.91, sig= .000, que evalua la
aplicabilidad del analisis factorial de toda la escala (valor recomendado P< .000, de acuerdo con Romero
y Ordofiez (2015)). Los resultados obtenidos indicaron que la estructura de los datos es adecuada para ser
analizada factorialmente.

El analisis factorial arrojo cinco factores que explicaron el 66.32% del total de la varianza.

El primer factor (F1= 13.02%) esta formado por tres items (A1, A2 y A8) que miden ciberagresiones de tipo
verbal y social entre iguales y hacia el profesorado; el segundo factor (F2=12.47%) satura aquellos items que
miden ciberagresiones de tipo visual y de manipulacion de contenidos entre iguales y hacia el profesorado
(A7, AP5 y A9); el tercer factor (F3=12.03%) lo conforman dos items que evallan la extorsion entre iguales y
hacia el profesorado (AP8 y A11); el cuarto factor (F4=10.69%) atiende a las ciberagresiones de tipo verbal solo
hacia el profesorado (AP1y AP2); el quinto factor (F5=10.37%) satura a dos items que evalua el hostigamiento
entre iguales y hacia e profesorado (AP7 y A10).

En la figura 1 se muestra el analisis confirmatorio de la escala ciberagresiones realizadas.
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Figura 1. Modelo de cinco subescalas para evaluar las ciberagresiones realizadas

51

Fuente: elaboracion propia

El modelo, de 5 subescalas, mostré unos indices de ajustes optimos, chi-cuadrado (x2 /df.) = 2.76;
RMSEA=.05; CFl= .93; TLI=.90; GFI= .96 (Hu y Bentler, 1999; Schumacker y Lomax, 2015). Las elevadas
cargas factoriales del modelo (>.5) apuntan a que todos los items hacen una aportacion adecuada a su
dimension de procedencia.

En cuanto a la confiabilidad de las subescalas de ciberagresiones realizadas, obtuvieron los siguientes
resultados: F1 obtuvo un Alfa de .56 para 3 items; F2 obtuvo un Alfa de .61 para 3 items; F3 obtuvo un Alfa de
.56 para 3 items; F4 obtuvo un Alfa de .63 para 2 items; F5 obtuvo un Alfa de .55 para 2 items.

A la vista de los resultados, explicados anteriormente, se muestran evidencias de validez psicométrica
y de confiabilidad en la poblacion de estudiantes universitarios. Por tanto, se puede concluir que la escala
propuesta puede ser util para evaluar la presencia de ciberagresiones realizadas entre iguales y hacia el
profesorado en este contexto. La escala resultante trata de una medida conformada por 12 items que evalua
el rol de agresores/as y situaciones de ciberagresiones conocidas por el estudiantado universitario.

Procedimiento de recogida y analisis de los datos

Para la administracion del cuestionario, se accedio a los espacios universitarios donde se encontraban
las titulaciones que conformaron la poblacion objeto de estudio. Se informo al estudiantado sobre la finalidad
de la investigacion y se garantizé la confidencialidad de los datos, preservando siempre su anonimato.
Cumplimentaron el instrumento los/as estudiantes que formularon su afirmacion en participar.

En cuanto a los andlisis aplicados a los datos obtenidos, se hizo, en primer lugar, un analisis descriptivo
del conjunto de variables consideraciones de los roles, con la finalidad de identificar la presencia de
estudiantado ciberagresor/a en la universidad. En segundo lugar, con la finalidad de analizar qué tipo de
conductas de ciberagresiones prevalecen en la universidad, se hizo un analisis descriptivo de los items,
alcanzando la distribucién porcentual de las diferentes opciones de respuestas. Seguidamente, se realizaron
comparaciones de grupos a través de pruebas no paramétricas (prueba de Kolmogorov-Smirnov, p<.05)
respecto a las puntuaciones totales calculadas de cada tipo de conducta agresora, con la finalidad de
estudiar la relacion entre las caracteristicas sociodemograficas y académicas, y las consideraciones de los
roles en las ciberagresiones con los diferentes tipos de ciberagresiones realizadas. Todos los analisis se
realizaron con el programa estadistico SPSSv25.

Resultados

Analisis descriptivo del conjunto de variables “consideraciones en los roles de ciberagresiones”

En la figura 2 se representan los porcentajes en casos de los diferentes roles implicados en las
ciberagresiones vividas en la universidad desde la perspectiva de victima, observador/a y agresor/a. Este
ultimo rol se pregunta, de forma general, ciberagresiones realizadas y, de forma particular, si consideran
que en alguna ocasion han utilizado Internet, redes sociales o grupos de WhatsApp para desprestigiar al
profesorado.
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Figura 2. Consideraciones del estudiantado universitario acerca de su participacion en los
diferentes roles implicados en las ciberagresiones
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Fuente: elaboracion propia

Como puede apreciarse, el 6.8% (n=35) de los/as estudiantes consideran que en alguna ocasion han
realizado ciberagresiones. Ese porcentaje aumenta significativamente cuando la agresion es dirigida
hacia el profesorado (40%; n=205). Concretamente, se pregunta si consideran que en alguna ocasion han
utilizado Internet, redes sociales o grupos de WhatsApp para desprestigiar al profesorado. El 15.6% de los/
as participantes (n=80) consideran que en alguna ocasion han sufrido ciberagresiones y el 53.9% (n=276)
consideran que en alguna ocasion han observado ciberagresiones. A la vista de estos datos obtenidos, se
deduce la presencia de ciberagresiones vividas en el contexto universitario, desde los tres roles implicados
(victima, agresores/as y observadores/as), siendo el rol de observadores/as los que mayor porcentaje
alcanzan. Ademas, se observa como los porcentajes de ciberagresiones realizadas aumentan cuando las
ciberagresiones van dirigidas hacia el profesorado.

Analisis descriptivo de los items “conductas de ciberagresiones realizadas” y comparaciones de
grupos

En la tabla 2 se muestran los porcentajes obtenidos en cada opcion de repuesta respecto a los items que
conforman la escala de conductas de ciberagresiones realizadas en el contexto universitario. Ademas, con
la finalidad de ofrecer unainformacion mas concreta acerca del porcentaje de estudiantes que han realizado
conductas de ciberagresiones, se han agrupado las respuestas de los items en dos categorias: 1= nunca he
realizado y 2= respuestas del 2 al 4, considerandose que en algun momento la han realizado (pocas veces,
algunas veces y muchas veces).
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Tabla 2. Distribucion porcentual de respuestas sobre conductas realizadas por agresores/as

Opciones de respuestas He
it (%) Nunca .
ems o realizado
GO
1 2 3 °
Al. Insultar, amenazar o poner en ridiculo a comparieros/as. 853 133 1 4 83 17
A2. Cr|tlcar burlarse de comentarios, fotos o videos que hayan subido 603 26.2 11 24 584 416
compafieros/as .
AT. Man~|pular fotos (Stickers, memes, etc.) que habian colgado 818 127 36 18 791 20.9
companferos/as.
A8. Excluir o ignorar a algun compafiero/a. 763 195 26 1.6 74 26
A9. Grabar o fotografiar sin consentimiento a otros comparieros/as. 823 116 38 2.2 80.1 19.9
A10. Difundir rumores o mentiras sobre otros comparieros/as. 928 54 14 4 90.2 9.8
ATl Chantaj_ear a algun comparnero/a con publicar contenido 976 18 4 2 94.9 51
comprometido.
AP1. Insultar, amenazar o poner en ridiculo al profesorado. 811 145 32 1.2 78.7 21.3
AP2. Criticar burlarse de comentarios, fotos o videos que hayan subido el 765 167 54 14 744 25.6
profesorado.
AP5. Grabar o fotografiar sin consentimiento al profesorado. 92 6.2 12 6 89.3 10.7
AP7. Difundir rumores o mentiras sobre el profesorado. 934 5 12 4 90.6 94
AP8. Chantajear al profesorado con publicar contenido comprometido. 99.6 2 2 0 96.5 3.5

Fuente: elaboracion propia

Como se puede observar, la mayoria del estudiantado encuestado indica no haber realizado ninguna
de las conductas preguntadas. No obstante, en todos los items existen opciones de repuestas que revelan
que alguna vez han realizado estas conductas. Estos resultados apuntan a que en el contexto universitario
los/as estudiantes conviven con ciertas normas de respeto y armonia. Sin embargo, los datos obtenidos no
exentan de casos sospechosos de estudiantes agresores/as.

En linea con lo anterior, observamos que hay estudiantes que, si bien no agreden muchas veces, si
reconocen haber realizado pocas y algunas veces estas conductas.

Lasciberagresionesrealizadas alcanzan mayores porcentajes cuandovandirigidas hacialos companeros/
as y son de tipo visual, verbal, de manipulacion de contenidos y de exclusion social. En este sentido, se
evidencian como conductas mas prevalentes el criticar, burlarse de comentarios, fotos o videos que hayan
subido companeros/as en Internet, redes sociales o en grupos como el WhatsApp (41.6%, n=213). De este
modo, el 11.1% (n=55) de los/as estudiantes han realizado algunas veces estas agresiones y el 2.4% dicen
realizarlas muchas veces (n=12). El 26% del estudiantado (n=133) dicen haber excluido o ignorado a algun
companero/a de una red social o grupo como el WhatsApp, realizandola muchas veces el 1.6% (n=8). El
20.9% (n=107) han manipulado fotos (Stickers, memes, etc.) que habian colgado companeros/as en Internet,
redes sociales o0 en grupos como el WhatsApp con intencion de burlarse, realizandola muchas veces el 1.8%
(n=9). EI 19.9% (n= 102) han grabado o fotografiado sin consentimiento a otros compaferos/as con motivo
de burla, realizandola muchas veces el 2.2% (n=11). Y el 17% (n= 87) han insultado, amenazado o puesto en
ridiculo en Internet, redes sociales o en grupos como el WhatsApp a otros comparieros/as.

Con respecto a las ciberagresiones dirigidas al profesorado, el 21.3% (n=109) de los/as estudiantes
expresan haber insultado, amenazado o puesto en ridiculo, en Internet, redes sociales 0 en grupos como
el WhatsApp, al profesorado, reconociendo que lo hacen muchas veces el 1.2% de los/as encuestados/as
(n=6). El 25.6% de los/as estudiantes (n=131) han manifestado el haber criticado, burlado de comentarios,
fotos o videos que hayan subido el profesorado en Internet, redes sociales o en grupos como el WhatsApp.
El1.4% de los/as encuestados/as (n=7) dicen hacerlo muchas veces. Y el 10.7% reconocen haber grabado o
fotografiado sin consentimiento al profesorado con motivo de burla.

La difusion de rumores y mentiras hacia comparfieros/as y hacia el profesorado, y el chantajear al
profesorado y a los/as compafneros/as con publicar contenido comprometido, son las conductas que
alcanzan menores porcentajes. En cualquier caso, al menos una vez, alguien dice haberlas realizado.

En la tabla 3 se muestran las puntuaciones totales obtenidas en cada tipo de conducta agresora.
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Tabla 3. Estadistica descriptiva de las puntuaciones totales tipos de conductas agresora

Rango Minimo Maximo Media Detsl.‘g:gén
Agresion verbal y social entre iguales y hacia el profesorado. 6.00 3.00 9.00 4.01 1.33
Agresion visual/manipulacion de contenido. 9.00 3.00 12.00 3.61 1.23
Extorsion entre iguales y profesorado. 5.00 2.00 700 2.03 .28
Agresion verbal hacia el profesorado. 6.00 2.00 8.00 2.56 1.02
Hostigamiento entre iguales y hacia el profesorado. 6.00 2.00 8.00 218 .59

Fuente: elaboracion propia

Estos datos ratifican una baja tendencia hacia la realizacion de conductas de ciberagresiones, siendo las
que mas se realizan la agresion verbal y social entre iguales y hacia el profesorado (Media= 4.01; DT=1.33) y
la agresion visual/manipulacion de contenido (Media= 3.61; DT=1.23).

Analisis de comparaciones de grupos a través de las pruebas U de Mann-Whitney y Kruskal-Wallis

En cuanto al analisis de las comparaciones de grupos, estas se realizan respecto a las puntuaciones
totales calculadas de cada tipo de conducta agresora, con la finalidad de estudiar la relacion entre algunas
caracteristicas sociodemograficas y académicas y las consideraciones de los roles en las ciberagresiones
con los diferentes tipos de ciberagresiones realizadas.

A continuacion, se describen los resultados de aquellos grupos donde se han identificado las diferencias
estadisticamente significativas y en qué tipo de ciberagresion se dan.

Analisis U de Mann-Whitney

En la tabla 4 se muestran aquellas comparaciones entre grupos que han resultado significativas. Hay que
indicar que no se observo diferencias en cuanto a la procedencia del estudiantado. Esto indica que tanto
los/as estudiantes de procedencia rural como los/as de procedencia urbana, en este estudio, pueden ser
agresores/as de ciberagresiones.

Tabla 4. Resultados de comparaciones de grupos. Pruebas U de Mann-Whitney

Grupos Rango promedio de U
Ciberagresiones muestras (1) y (2)
Muestra 1 (N)-Muestra 2(N) Estadistico Sig.
M (203) F (307)
Género Visual 277.25 24112 26745 .001
Extorsion 264.93 249.26 29246 .003
Si (136) No (375)
Abandono
Verbal y social 27710 248.35 22630.50 037
Si (404) No (108)
Verbal y social 273.52 192.81 14938 .000
Movil en clase
Visual 263.49 230.34 18990.50 012
Verbal profesorado 263.40 230.70 19029.50 015
Si (80) No (432)
Victima
Verbal y social 291.63 249.99 14469.50 013
Si (35) No (476)
Verbal y social 366.69 24786 4456 .000
Agresor/a
Visual 334.91 250.20 5568 .000
Extorsion 248.80 254.32 7532 .018
Si (276) No (236)
Verbal y social 28742 220.34 24034 .000
Observador/a
Visual 26718 244.01 29620 .033
Verbal profesorado 271.62 238.82 28395.50 .003
Si (205) No (307)
Verbal y social 314.58 217.71 19560.50 .000
Agresiones profesorado Visual 288.43 235.18 24922.50 .000
Verbal profesorado 315.98 216.79 19275 .000
Hostigamiento 271.01 246.81 28453.50 .003

Fuente: elaboracion propia. Nota: U=U de Mann-Whitney; M=masculino, F=femenino
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En cuanto al género, se identifican diferencias con respecto a las ciberagresiones de tipo visual y de
extorsion, no hallandose diferencias en las ciberagresiones de tipo verbal y social, verbal hacia el profesorado
y de hostigamiento. En este sentido, el género masculino es quien alcanza un rango promedio mayor en
las ciberagresiones de tipo visual (rango= 277.25, U=26745, p<.001, g Heges= 0.2) y de extorsion (rango=
264.96,U=29246, p< .01, g Heges= 0.05) que el femenino (rango= 24112 y 249.26 respectivamente), aunque
con efecto pequeno.

Laintencionde abandono de los estudios universitarios mostro diferencias estadisticamente significativas
en las ciberagresiones de tipo verbal y social, donde las puntuaciones de los que si tienen intencion de
abandonar los estudios universitarios fueron mayores (rango= 27710) que los que no tienen intenciéon de
abandonar los estudios universitarios (rango= 248.35, U=22630.500, p< .05, g Heges= 0.1) con un efecto
pequefio. No se hallaron diferencias respecto a las ciberagresiones de tipo verbal y social, verbal hacia el
profesorado, de extorsion y de hostigamiento.

El uso del movil en clase sin un fin educativo mostro diferencias estadisticamente significativas en las
ciberagresiones de tipo verbal y social (rango= 273.52, U=14938, p< .001, g Heges= 0.6), visual (rango=
263.49, U=18990.500, p< .05, g Heges= 0.8) y verbal hacia el profesorado (rango= 263.40, U=19029.500,
p< .05, g Heges= 0.3), donde las puntuaciones de los/as estudiantes que si usan el movil en clase sin un fin
educativo fue mayor, en las ciberagresiones mencionadas, que los/as estudiantes que no usan el movil en
clase (verbal y social, rango=192.81; visual, rango= 230.34 y verbal hacia el profesorado, rango= 230.70). Con
tamanos de efectos medianos y grandes. No se identificaron diferencias en cuanto a las ciberagresiones de
tipo extorsion y de hostigamiento.

Respecto al rol de victimas, los/as estudiantes que dicen haber sufrido en alguna ocasion ciberagresiones
tienden a realizar mas ciberagresiones de tipo verbal y social (rango= 291.63) que los/as estudiantes que
no consideran haber sufrido ciberagresiones (rango= 249.99, U=14469.500, p< .05, g Heges= 0.3). No se
hallaron diferencias respecto a las ciberagresiones de tipo visual, verbal hacia el profesorado, de extorsion
y de hostigamiento.

En cuanto al rol de agresor/a, los/as estudiantes que dicen haber realizado en alguna ocasion
ciberagresiones tienden a realizar las de tipo verbal y social (rango= 366.69, U=4456, p< .001, g Heges=
0.9); Visual (rango= 334.91, U=5568, p< .001, g Heges= 0.6); y de extorsion (rango= 254.32, U=7532, p< .05,
g Heges= 0.7) que los/as estudiantes que no consideran haber realizado ciberagresiones (Verbal y social,
rango= 247.86; Visual, rango= 250.20; Extorsion, rango=248.80). Con un tamafo del efecto grande. No se
hallaron diferencias respecto a las ciberagresiones de tipo verbal hacia el profesorado y de hostigamiento.

Enrelacion con las ciberagresiones observadas, los/as estudiantes que si han observado ciberagresiones
realizan mas ciberagresiones de tipo verbaly social (rango= 28742, U=24034, p< .001, g Heges= 0.4); Visual
(rango= 26718, U=29620, p< .05, g Heges= 0.2); y verbal hacia el profesorado (rango= 271.62, U=28395.500,
p< .01, g Heges= 0.2) que los/as estudiantes que no consideran haber realizado ciberagresiones (Verbal y
social, rango= 220.34; Visual, rango= 244.01; verbal profesorado, rango=238.82). Con un tamafo del efecto
pequeno. No se hallaron diferencias respecto a las ciberagresiones de extorsion y de hostigamiento.

En cuanto a las ciberagresiones realizadas hacia el profesorado, los/as estudiantes que si han
realizado ciberagresiones muestran diferencias estadisticamente significativas con respecto a los/as
que no han realizado ciberagresiones hacia el profesorado. En este sentido, las diferencias se hallan en
las ciberagresiones de tipo verbal y social (rango= 314.58, U=19560.50, p< .001, g Heges= 0.7); Visual
(rango= 288.43, U=24922.50, p< .001, g Heges= 0.4); verbal profesorado (rango= 315.98, U=19275, p<
.001, g Heges= 0.5) y de hostigamiento (rango= 271.01, U=28453.50, p< .01, g Heges= 0.3). Siendo en todas
las ciberagresiones mencionadas, las puntuaciones mayores en el estudiantado que si considera haber
realizado agresiones al profesorado. Con tamafios de efectos que oscilan de medio a grande. No se hallo
diferencias respecto a la ciberagresion de extorsion.

Analisis Kruskal-Wallis

En la tabla 5 se muestran los resultados obtenidos de las comparaciones de grupo a través de la prueba
de Kruskal-Wallis.
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Tabla 5. Resultados de comparaciones de grupos. Prueba de Kruskal-Wallis

Area de conocimiento

Musstra 1(N) Muestra 2 (N) Muestra 1 Muestra 2 Kruskal-Wallis

CCS (91) CC (30) 225.91 338.27 -112.360  .000

H (61) CC (30) Visual 22766 338.27 -25.794 .001

1(60) CC (30) 253.45 338.27 84.817 020

CCSJ(270) CC (30) 264.92 338.27 73.346 019

CCS (91) CC (30) Verbal profesorado 236.70 316.07 -79.369 024
Curso Muestra 1 Muestra 2

1°(139) 3°(106) Verbal y social 21746 26726 -49.800 018

1°(139) 2°(125) Extorsion 21746 232.75 -21.95 012
Horas teléfono movil Muestra Muestra 2

2h. (61) +5y10 h.(157) 237.29 292.01 -54726  .050

Verbal y social
2y5h.(279) +5y10 h. (157) 238.30 29201 -53.715 001

Fuente: elaboracion propia
Nota: CCS=Ciencias de la salud, CC=Ciencias, H=Humanidades, I=Ingenierias, CCSJ=Ciencias Sociales y Juridicas

La prueba de Kruskal-Wallis encuentra diferencias estadisticamente significativas entre las puntuaciones
promedias del area de conocimiento al que pertenece el estudiantado con respecto a las ciberagresiones
de tipo visual y verbal hacia el profesorado. Las comparaciones multiples mostraron que las diferencias
estadisticamente significativas encontradas en las ciberagresiones de tipo visual se localizaron entre los/as
estudiantes pertenecientes a Ciencias con el resto de los grupos, Ciencias de Salud (p< .001); Humanidades
(p< .001); Ingenierias (p<.05); Ciencias Sociales y Juridicas (p<.05). Siendo el estudiantado de Ciencias los
que alcanzan las puntuaciones mayores.

Se observa que existen diferencias estadisticamente significativas en la ciberagresion de tipo verbal hacia
profesorado entre los/as estudiantes de Ciencias de la Salud con los de Ciencias (p< .05). No se hallaron
diferencias para el resto de ciberagresiones.

En cuanto al curso, las diferencias significativas se localizan en las ciberagresiones de tipo verbal y social
y de tipo extorsion. Las comparaciones multiples revelaron que dichas diferencias se encuentran entre el
estudiantado perteneciente a 1° con los de 3°, en ciberagresion verbal y social (p<.05) y con los de 2° en
ciberagresion de tipo extorsion (p<.05). El estudiantado de primer curso obtiene puntuaciones mas bajas
que el estudiantado del resto de cursos. No se hallaron diferencias para el resto de ciberagresiones.

Respecto a las horas al dia que el estudiantado dedica al teléfono movil, las diferencias se encuentran
solo en la ciberagresion de tipo verbal y social. Y son significativas entre el grupo que dedica mas horas
(+5 y 10h), p<.05, con respecto a los que dedican menos horas (2 horas, p<.05; 2 y 5 horas, p<.001). El
estudiantado que dedica mas horas al teléfono movil obtiene puntuaciones mayores que el estudiantado
que dedica menos horas.

Discusion y conclusiones

Tras la exposicion de los resultados, cabe atender a la discusion de estos en relacion con los objetivos
planteados. Respecto al objetivo general, se evidencia la existencia de ciberagresiones en la universidad,
tanto desde la consideracion de victima como de observador/a y agresor/a. Nos encontramos ante una
muestra de estudiantado en la que la mayor incidencia recae en las ciberagresiones observadas y en las
ciberagresiones realizadas al profesorado, coincidiendo con el trabajo de Williamson et al. (2023). Algo
menor son los porcentajes encontrados en las ciberagresiones realizadas y sufridas, datos que, aunque
no sean alarmantes, si son preocupantes (Laorden-Gutiérrez et al., 2023). Los datos obtenidos ponen de
manifiesto casos de estudiantes universitarios ciberagresores/as, al igual que en investigaciones previas
como la de Martinez-Monteagudo et al. (2020). Aunque no se haga con cierta frecuencia, si se reconoce
haber realizado esas conductas, las cuales alcanzan mayores porcentajes cuando van dirigidas hacia los/as
companferos/as.

Aludiendo al primer objetivo especifico, se han expuesto varios tipos de conductas agresivas a través de
Internet, siendo predominantes las ciberagresiones de tipo visual, verbal, de manipulacion de contenidos
y de exclusion social. Asi, se evidencian las ciberagresiones dirigidas hacia los/as compaferos/as como
conductas mas prevalentes: criticar, burlarse de comentarios, fotos o videos que hayan subido comparieros/
as enlInternet, redes sociales o en grupos como el WhatsApp. De manera similar, las ciberagresiones dirigidas
al profesorado abarcan conductas como insultos, amenazas o ridiculizacion en Internet, redes sociales o en
grupos como el WhatsApp, asi como criticas, burlas de comentarios, fotos o videos que hayan subido el
profesorado en Internet, en la linea del estudio de Hollis (2021). En menor medida, se presenta la difusion
de rumores y mentiras hacia comparneros/as y hacia el profesorado, y el chantajear al profesorado y a los/as
compaferos/as con publicar contenido comprometido como conducta de ciberagresion (Williamson et al.,
2023).
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Con relacion al segundo objetivo especifico, se identifican diferencias respecto al género en las
ciberagresiones de tipo visual y de extorsion (Lee et al., 2018). En concreto, podemos establecer que las
ciberagresiones de tipo visual se asocian al género masculino, al uso del movil, a estudiantes de Ciencias
y se vivencia desde la perspectiva de agresores, hacia el profesorado y observadores (Dominguez-Alonso
y Portela-Pino, 2020). Del mismo modo, la extorsion se asocia con el género masculino, el haber sido en
alguna ocasion agresor y con el alumnado de segundo curso, en la linea de lo que expone Lucio (2009).

Por su parte, las ciberagresiones de tipo verbal y social se relacionan con estudiantes que tienen intencion
de abandonar los estudios universitarios y que usan el movil en clase sin un fin educativo (Bernardo et al.,
2022). Se considera que, en alguna ocasion, han sido tanto victimas como agresores/as hacia el profesorado
y observadores/as de ciberagresiones. Este hecho se relaciona con estudiantes de tercer curso, que pasan
entre cinco y 10 horas con el teléfono movil. En cuanto al hostigamiento, es un tipo de violencia que se asocia
unicamente a las agresiones realizadas al profesorado. Por ultimo, la violencia verbal hacia el profesorado se
relaciona en nuestro estudio con el uso del teléfono movil sin un fin educativo, con el haber sido en alguna
ocasion observadores/as de ciberagresiones y ser ciberagresores, y con el alumnado que cursa estudios de
Ciencias.

Atendiendo a las limitaciones de la investigacion, es importante destacar el caracter transversal del
estudio, lo que dificulta la contemplacion de los cambios en el tiempo. Por su parte, el uso exclusivo del
enfoque cuantitativo no ha permitido conocer la vision mas intima del estudiantado universitario respecto ala
presente tematica. También, hay que mencionar el fendmeno de la deseabilidad social, esto es, posiblemente
algunos/as estudiantes no hayan ofrecido respuestas objetivas, evitando asi ser juzgados/as por el resto de
las personas, de acuerdo con lo que se supone que es correcto en la sociedad en la que vivimos. Asimismo,
es necesario seguir profundizando en las propiedades psicométricas del instrumento propuesto, que permita
mejorar la confiabilidad, ya que algunos de los indicadores han resultados débiles, y que se indague en la
estructura factorial propuesta. En definitiva, las ciberagresiones en el ambito universitario es un fenomeno
que requiere atencion inmediata, puesto que las tecnologias son omnipresentes y han provocado la
realizacion de practicas poco apropiadas (problemas de convivencia, agresiones, etc.) y las consecuencias
negativas que ello conlleva (problemas de salud mental, abandono universitario, etc.). Asi, este fendomeno se
ha convertido en una prioridad para las instituciones universitarias, dando lugar al disefio, implementaciony
evaluacion de algunas medidas de deteccion, prevencion e intervencion, como protocolos de actuacion en
casos de ciberacoso (Xu y Trzaskawka, 2021); servicios de apoyo psicoldgico a victimas; talleres sobre el uso
responsable de las tecnologias y las consecuencias del ciberacoso; formacion al profesorado y estudiantado
respecto a la identificacion y gestion de casos de ciberacoso (Smith et al., 2014); desarrollo de un software en
los sistemas informaticos que restrinjan las conductas de ciberacoso (Williamson et al., 2023); y promocion
de proyectos de investigacion que abarquen el fendmeno del ciberacoso en la Educacion Superior.
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