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ES Resumen: En un mundo ampliamente digitalizado, el desarrollo de nuevas tecnologias avanza, tristemente,
de la mano de nuevas formas de violencia contra las mujeres. En Corea del Sur, un pais muy desarrollado en
este ambito, las cifras de crimenes sexuales relacionados con los deepfakes (imagenes manipuladas con
Inteligencia Artificial), y su difusion a través de canales de mensajeria han aumentado alarmantemente. El
descubrimiento de un canal de Telegram con mas de 220.000 miembros, en el que se difundian deepfakes
de cientos de mujeres, en su mayoria estudiantes, supuso un antes y un después para las mujeres coreanas.
El 1 de septiembre de 2024, las feministas coreanas convocaron una gran protesta que se desarrollé en dos
escenarios: el presencial y el digital. Ante los intentos de los medios por minimizar lo ocurrido, las activistas
pidieron a feministas de todo el mundo que difundieran lo que estaba ocurriendo en el pais. En este articulo,
se estudia la participacion espanola en dicha protesta. Para ello, se analizaron tweets que utilizaban el
hashtag #Digital_Sex_Crimes_in_School. Los resultados muestran que las feministas espafnolas otorgaron
gran relevancia a la solidaridad internacional entre mujeres, considerando esencial visibilizar el escandalo
de los deepfakes. Asimismo, subrayaron que el hecho de que algo no ocurra en un pais determinado no
significa que no pueda suceder, por lo que no debe considerarse un problema ajeno, a pesar de las barreras
geograficas. Finalmente, destacaron la necesidad de trabajar juntas para exigir respuestas institucionales
ante la creciente misoginia digital.
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ENG “No girl or woman deserves to go through all this”:
Spanish participation in the protest against deepfake crimes
in South Korea in 2024

Abstract: In an increasingly digitised world, the development of new technologies is unfortunately
accompanied by new forms of violence against women. South Korea is a highly developed country in this
field, and the number of sex crimes related to deepfakes (images manipulated using artificial intelligence)
and their dissemination through messaging channels has increased alarmingly there. The discovery of a
Telegram channel with over 220,000 members, where deepfakes of hundreds of women, primarily students,
were disseminated, marked a turning point for Korean women. On 1 September 2024, Korean feminists
organised a large protest that took place both in person and online. In response to attempts by the media to
downplay the incident, the activists urged feminists worldwide to raise awareness of the situation in South
Korea. This article examines Spanish participation in the protest. To this end, tweets using the hashtag
#Digital_Sex_Crimes_in_School were analysed. The results show that Spanish feminists considered
international solidarity among women to be essential in raising awareness of the deepfake scandal. They also
emphasised that just because something does not happen in a particular country does not mean that it
cannot happen there, and therefore it should not be considered a foreign problem despite geographical
barriers. Finally, they emphasised the importance of collaborating to demand institutional responses to the
increasing digital misogyny.

Keywords: deepfake, cyberactivism, feminism, social media, South Korea, Spain.

Como citar: Rubio-Lépez, N. y Mufioz-del-Pino, I. M. (2025). “Ninguna nifia 0 mujer merece pasar por todo
esto”: Participacion espafola en la protesta contra los crimenes deepfake en Corea del Sur de 2024.
Cuadernos de Documentacion Multimedia, 36, €105943. https://dx.doi.org/10.5209/cdmu.105943

Cuad. Doc. Multimed. 36 (2025): e105943 1


https://orcid.org/0009-0006-6642-2902
https://orcid.org/0000-0002-5682-3183
https://dx.doi.org/10.5209/cdmu.105943
https://dx.doi.org/10.5209/cdmu.105943
https://creativecommons.org/licenses/by/4.0/
https://www.ucm.es/ediciones-complutense

2 Rubio-Lépez, N. y Mufioz-del-Pino, I. M.. Cuad. Doc. Multimed. 36 (2025): e105943

Introduccion

Las redes sociales y la Inteligencia Artificial (IA) han revolucionado el panorama comunicativo. Si bien han
traido ventajas, como facilitar la conexion entre distintas partes del mundo o agilizar el flujo de la informa-
cion, también han generado nuevos riesgos. Entre ellos, destaca la violencia digital, que en el caso de las
mujeres ha supuesto un aumento de los crimenes misoginos.

En Corea del Sur, uno de los paises mas digitalizados del mundo, los delitos que involucran el uso de he-
rramientas o plataformas digitales han aumentado a una velocidad vertiginosa. Este fendmeno se vio incre-
mentado durante el mandato del expresidente Yoon Suk Yeol, quien fue destituido por intento de golpe de
Estado tras declarar la ley marcial el 3 de diciembre de 2024. Aunque no llegé a hacer efectivo su plan de
eliminar el Ministerio de Igualdad, durante su gobierno, en 2021, se desmantel6 el Equipo de Trabajo sobre
Violencia Sexual Digital (Ji, 2025).

En 2024 se descubrio la existencia de un grupo de Telegram en el que se compartian deepfakes de mu-
jeres. Si bien no fue el primer caso de este tipo que se destapd en el pais, si que supuso un punto de in-
flexion. A raiz de este caso, las feministas coreanas organizaron una protesta masiva el 1 de septiembre de
ese mismo afio, tanto de manera presencial como en linea. Ante la ausencia de cobertura mediatica, las or-
ganizadoras solicitaron apoyo internacional a través de la plataforma X (anteriormente conocida como
Twitter), con el fin de promover la difusion del caso y la participacion de feministas de fuera de Corea.

Las muestras de apoyo internacional no tardaron en llegar y mujeres de todo el mundo decidieron apoyar
a sus hermanas coreanas participando en la protesta. En respuesta a la iniciativa de sus homaélogas corea-
nas, las feministas espanolas se sumaron a la campanfa, con el propdsito de difundir sus mensajes y propor-
cionar informacion a otras usuarias de la red social sobre los acontecimientos acaecidos. En este punto, las
autoras creen conveniente sefalar que a lo largo del manuscrito nos referiremos a los y las participantes
como usuarias, al no existir una palabra neutral para referirse al conjunto y ser la mayoria de las participantes
mujeres, aunque hay tweets de hombres dentro de la muestra.

Teniendo en cuenta todo lo anterior, el objetivo de este articulo es conocer la implicacion de las feminis-
tas espafolas en la protesta online contra los deepfakes organizada por las feministas coreanas el 1 de sep-
tiembre de 2024.

Asimismo, se plantearon dos objetivos especificos:

1. Explorar el contenido de los mensajes que se difundieron mediante el hashtag
#Digital_Sex_Crimes_in_School.

2. Considerar el alcance que puede llegar a tener el uso de hashtags para el activismo feminista a nivel
sociopolitico.

Marco teérico
La violencia Deepfake en Corea del Sur y la respuesta de las feministas digitales

Corea del Sur ha logrado posicionarse como una potencia digital a nivel mundial. Este fendmeno no solo ha
facilitado la creacion de una sociedad hiperconectada, sino que también ha contribuido a la rapida propaga-
cion de los delitos sexuales digitales en el pais. En el contexto nacional, una de las formas de criminalidad mas
antiguas que se ha documentado es el delito de la camara oculta, conocido como Molka (molae, oculta; kame-
ra, camara) (Molisso, 2023). Este delito implica la instalacion de dispositivos de grabacion de tamario reducido,
disefiados para capturar imagenes sin el conocimiento de las personas que son objeto de la grabacion.

Con el desarrollo y popularizacion de Internet, la distribucion de estos materiales, que inicialmente se
llevaba a cabo de manera limitada y personal, experimentd una transicion significativa hacia su publicacion
en sitios web de contenido pornografico y plataformas en linea (Moon, 2024). Este avance tecnolégico ha
ocasionado no solo una mayor difusion del contenido, sino también su capitalizacion, que abarca la comer-
cializacion y distribucion del mismo, y, ademas, en concordancia con otros delitos de naturaleza sexual que
ocurren en el contexto digital, las principales victimas de este tipo de violencia son mujeres (Barba-Arteaga,
2024; Molisso, 2023).

Asimismo, se ha evidenciado un aumento en el grado de sofisticacion de estos delitos. Con la llegada de
la inteligencia artificial (I1A) y el desarrollo de aplicaciones de mensajeria encriptadas como Telegram, se ha
observado un incremento en la aparicion de nuevas formas de violencia sexual digital, destacando el dee-
pfake (Garcia-Mingo et al., 2025). Esta técnica, caracterizada por la manipulacion de imagenes o videos uti-
lizando inteligencia artificial, representa un desafio significativo para la deteccion y la regulacion, ya que su
propagacion se vuelve cada vez mas dificil de identificar y eliminar. Este tipo de contenido fue el protagonista
del conocido escandalo Nth Room sucedido entre 2018 y 2020, en el que se descubrié una red que se dedi-
caba al acoso sexual digital, sextorsion y difusion de contenido pornografico de mujeres y nifias en grupos
privados de Telegram (Joohee y Chang, 2021). En este caso, se empled tecnologia deepfake para manipular
imagenes y videos de contenido sexual, incorporando los rostros de las mujeres que eran victimas de la
extorsion.

Alaluz de los acontecimientos y tras el escandalo suscitado, el informe State of Deepfakes (2023) situa a
Corea del Sur como el pais con mayor incidencia de deepfakes pornograficos a nivel global, con un 53 % de
los casos. Esta cifra resulta abrumadora al ser comparada con la de los paises que le siguen en el ranking:
Estados Unidos (20%), Japon (10%), Reino Unido (6%) y China (3%).Esta tasa de afectacion alcanzé su punto
maximo en 2024, cuando Corea experimentd una crisis generalizada de deepfakes pornograficos que afec-
16 predominantemente a mujeres jovenes y estudiantes, incluyendo un porcentaje significativo de menores
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(6/10) (Won, 2024). En este caso, se destapd un canal de Telegram con mas de 220.000 usuarios (o suscrip-
tores) que contaba con un bot generador de deepfakes que actuaba en segundos desde que la foto de la
mujer era compartida (Park, 2024). En segundo lugar, se identificé la presencia de un conjunto estructurado
de normas y protocolos, como los pagos a través de criptomonedas, |o que aflade un componente de ano-
nimato y seguridad a las transacciones, asi como la capacidad de segmentacion del contenido en funcion
de criterios como la institucion educativa, la edad o la ubicacion geografica de las victimas (Park, 2024; Won,
2024). Por ultimo, se evidencio que la obtencion de imagenes se llevaba a cabo sin consentimiento, princi-
palmente a través de redes sociales, y que, en la mayoria de los casos, los responsables eran conocidos de
las victimas (Won, 2024).

En respuesta a la gravedad del incidente y su impacto social, el Estado coreano prometio la implementa-
cion de una nueva legislacion destinada a abordar los delitos de esta naturaleza, asi como a garantizar la
proteccion de las victimas. No obstante, la proteccion institucional seguia siendo insuficiente, evidenciada
por la escasez de personal en el centro de Apoyo a Victimas de Abuso Sexual y los recortes presupuestarios
del Ministerio de Igualdad (Choi, 2024). Este conjunto de actuaciones contradictorias, como la ausencia de
legislacion rigurosa, la escasez de proteccion y la opacidad en los procesos de eliminacion y bloqueo de
deepfakes motivo que las activistas feministas coreanas situaran su lucha online en la busqueda de solucio-
nes tangibles y realistas ante el problema de la violencia sexual digital mediada por IA (Mackenzie y Choi,
2024). Para lograr tal fin, las activistas de Corea del Sur se organizaron en un marco de estrategias que com-
binaban tanto acciones en linea como fuera de ella. En este sentido, condenaron la misoginia tecnoldgicay
exigieron un incremento en el respaldo institucional, social y juridico.

En septiembre de 2024, se llevo a cabo una protesta de gran magnitud en Seul, con el propdsito de exigir
medidas legales mas robustas contra los delitos de deepfake dirigidos a mujeres (Lee, 2024). La manifesta-
cion tuvo una notable repercusion en las plataformas digitales, cuyo propdsito no se limitaba unicamente a
concienciar a una gran parte de las mujeres del mundo sobre la situacion, sino también a respaldar las mar-
chas que tuvieron lugar ese dia en el pais. Este suceso desencadend una movilizacion feminista digital de
caracter transnacional, en la que activistas feministas de origen coreano, chino y de otros paises asiaticos
en la didspora se organizaron y participaron activamente en las iniciativas de protesta (Deng et al., 2024).

Con el proposito de alcanzar una audiencia global, las activistas feministas de Corea del Sur establecie-
ron comunicacion con plataformas chinas, como la red social Weibo, solicitando la colaboracion de las acti-
vistas chinas (Yang y Hu, 2025). Asimismo, se compartio la situacion, las demandas y las protestas en diver-
sos idiomasy en diferentes zonas horarias en la plataforma X (anteriormente denominada Twitter), solicitando
la colaboracion de feministas de todo el mundo. Estas estrategias de movilizacion feminista exhiben una
sofisticacion tactica que integra la protesta digital con la accion fisica, empleando el discurso de género
para contextualizar los crimenes y ejerciendo una presion constante sobre las autoridades a través de la
solidaridad, incluso en un entorno politico conservador (Yang y Hu, 2025).

Como resultado de lo anteriormente expuesto, se produjeron movilizaciones organizadas por la diaspora
en ciudades como Londres, Los Angeles, Toronto, Taipéi y Tokio, en muchos de los casos frente a las emba-
jadas de Corea (Bartolozzi et al., 2025). En este sentido, la promulgacion de la Ley de Prevencion de Delitos
Sexuales Deepfake en Corea del Sur en octubre de 2024 representa un avance significativo en la lucha con-
tra esta forma de violencia. Esta ley, tras una revision exhaustiva de la legislacion anterior, ha fortalecido las
sanciones penales para los productores y ha establecido medidas especificas para castigar a los consumi-
dores (Ji, 2025). No obstante, se evidencia una deficiencia en la legislacion aplicable, lo cual ha motivado la
solicitud de medidas punitivas mas rigurosas por parte de activistas feministas digitales, asi como la nece-
sidad de creacion de un marco legal mediante la cooperacion internacional, dadas la complejidad del entor-
no virtual donde ocurren estos delitos y la diversidad en la legislacion de este tipo de violencia digital segun
el pais (Cheng, 2024).

En el contexto del apoyo y el activismo feminista a nivel global, las feministas coreanas, asi como sus
aliadas internacionales, no se limitan a solicitar transformaciones, sino que a través de apelaciones a la emo-
ciony el sentimiento de identificacion, amplian el espectro de la lucha a la condenacion y mejora de las leyes
contra la violencia digital, asi como a la proteccion de la identidad e integridad de las victimas de violencias
sexuales digitales (Akter y Ahmed, 2025; Bartolozzi et al, 2025).

Metodologia

Para llevar a cabo el analisis, se extrajeron 33 tweets de la red social X (anteriormente conocida como Twitter),
que posteriormente fueron analizados mediante Analisis Tematico Reflexivo (RTA) (Braun y Clarke, 2022). A
pesar de que la muestra es reducida, este método resulta adecuado para los estudios de caso. Esto se co-
rresponde con los datos que aqui se analizan, que pertenecen a una movilizacion localizada en un momento
muy concreto en el tiempo. En este sentido, el valor de la muestra no reside en la frecuencia, sino en los
significados compartidos y en los marcos discursivos que emergen en un momento concreto.

Seleccion de la muestra

Los tweets pertenecientes a la protesta online utilizaron multiples hashtags, todos ellos relacionados direc-
tamente con la problematica y difundidos previamente por usuarias coreanas. Para este analisis, la muestra
se extrajo a partir de tweets que utilizaban el hashtag #Digital_Sex_Crimes_in_School, al ser considerado el
“principal” dentro del listado. Todos los tweets seleccionados fueron publicados el 1 de septiembre de 2024,
dia en el que tuvo lugar la protesta, a excepcion de uno, que se publico el 2 de septiembre.
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Como se pretendia profundizar especificamente en la participacion en la protesta online desde Espania,
se seleccionaron tweets escritos por usuarios y usuarias espanoles/as o residentes en Espana. Esta infor-
macion se obtuvo analizando la ubicacién establecida en los perfiles, el historial de tweets o si el usuario/a
se identificaba de forma explicita como espafnol/a. Posteriormente, las cuentas fueron clasificadas en tres
categorias: personales, profesionales y cuentas fan relacionadas con el K-pop (k-pop stan). El caso de estas
ultimas es especialmente llamativo, ya que se trataba de cuentas realmente comprometidas con la lucha de
las mujeres coreanas.

Teniendo en cuenta las recomendaciones de la AolR (2020), no se mencionan de manera explicita los
nombres de usuario de las personas que han escrito los tweets, con el objetivo de impedir su facil
identificacion.

Analisis tematico reflexivo

Una vez seleccionados los 33 tweets, estos se analizaron siguiendo las directrices de Braun y Clarke (2022)
para el Analisis Tematico Reflexivo (RTA). Se trata de un método que permite identificar e interpretar patro-
nes dentro de un conjunto de datos, involucrando procesos sistematicos de codificacion de datos y la agru-
pacion de estos codigos en temas (Braun y Clarke, 2022).

Dos aspectos clave de este tipo de analisis son la reflexividad y el posicionamiento. Esto se refiere a que
se enfatiza la necesidad de una actitud critica por parte de las investigadoras, reconociendo que la investi-
gacion no puede ser objetiva e implica un posicionamiento por parte de las mismas. En este sentido, la po-
sicion de las investigadoras como feministas hace que el andlisis parta de este enfoque. En concreto, esta
investigacion se inscribe en el contexto del feminismo de la cuarta ola, que se define por el uso de herra-
mientas digitales como espacios de denuncia y construccion politica (Munro, 2013). Asimismo, se situa den-
tro del contexto de los debates postfeministas acerca de las practicas de resistencia en entornos digitales,
atravesado por logicas neoliberales, mediaticas y algoritmicas que, a la vez que amplifican las voces femi-
nistas, también las condicionan (Gil, 2016). En este sentido, el analisis se apoya en las aportaciones de Butler
(2004) sobre vulnerabilidad, agencia colectiva y performatividad del discurso como formas de accion politi-
ca, lo que permite comprender las practicas discursivas de acompanamiento, denuncia y solidaridad trans-
nacional observadas en la muestra analizada.

Resultados
Sororidad internacional y unién entre feministas

La mayoria de las publicaciones analizadas dentro del hashtag hacen referencia a la sororidad internacional
entre feministas a través de diferentes mecanismos. Este tipo de union feminista que trasciende fronteras se
caracteriza por el uso de referencias como “companeras”, “nosotras” y “lucha de todas las feministas”, asi
como de emojis que representan el apoyo (emoji de abrazo) y la fuerza colectiva.

Estar unidas y tener una red de apoyo internacional es la clave. Ayudémonos entre nosotras (emoji
bandera de Espana)(emoji de abrazo)(emoji bandera Corea del Sur) Digital_Sex_Crimes_in_Schools
#Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals #Protect_WomenAndGirls

Asimismo, se difunden mensajes que contienen datos relativos a la protesta (fecha, modo de utilizacion
del hashtag, métodos para evitar la eliminacion de cuentas que se unan a la misma) e informacion relativa al
caso de deepfakes ocurrido en Corea del Sur (citas de divulgadoras, imagenes que describen los casos ac-
tuales y previos) y otros elementos informativos que contribuyen a la comprension y la participacion en la
marcha online.

Para aquellos que vayan a unirse a la campana, algunos consejos (porque estan cerrando cuentas con
la excusa de que son bots): -Al menos 20 caracteres ademas del # -Evita publicar solo el # -Publica
entre 1y 3 veces cada 30 segundos o 1 minuto -Incluye fotos #Digital_Sex_Crimes_in_Schools

En el ambito de esta categoria, resulta pertinente poner de manifiesto las estrategias de defensa com-
partidas por las usuarias a nivel internacional, como se evidencia en ciertos tuits donde se instruye sobre la
manera de reportar un deepfake digitalmente o se realiza un llamamiento a las extranjeras residentes en
Corea del Sur para que conozcan la situacion y adopten medidas de proteccion ante este tipo de
violencias.

Si alguien publica deepfakes con fotos tuyas, por favor, usa https://stopncii.org. Es una herramienta
muy util. #Digital_Sex_Crimes_in_Schools #Expose_the_Deepfake_Perpetrators #South_Korea_ex-
pel_criminals #Protect_WomenAndGirls

Otra de las actuaciones llevadas a cabo por las feministas espafnolas en el marco de la campana fue el
reconocimiento y los mensajes de apoyo dirigidos a sus homologas en Corea. En este sentido, las usuarias
sefalaron la necesidad de un feminismo interseccional y la importancia de establecer una red de apoyo fe-
minista internacional, siendo ambas cruciales para la lucha feminista.

Ahora mismo las mujeres y chicas coreanas estan alzando la voz ante los aberrantes casos de violen-
cia sexual que se han destapado en todo el pais. Por favor, ayudémoslas. #Digital_Sex_Crimes_in_
Schools #Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals
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Resulta notable observar que las usuarias espanolas no solamente se muestran dispuestas a compar-
tiry brindar apoyo, sino que también han demostrado un interés en informarse sobre el contexto coreano
y las dindmicas digitales que se desarrollan entre los usuarios y usuarias del pais. Ejemplos que ilustran
este fendmeno son la comprension del significado del emoji de las manos pellizcando y el referirse al
caso de los deepfakes como el “nuevo Nth Room”. También se hace mencion en este contexto a las res-
puestas de victimismo por parte de los hombres denunciados, que hacen cambiar el foco de victima/
perpetrador.

Aqui explican de doénde viene el revuelo de los incels coréanos por (emoji de mano pellizcando)
#Digital_Sex_Crimes_in_Schools #Expose_the_Deepfake_Perpetrators #South_Korea_expel_crimi-
nals #Protect_WomenAndGirls

Grupos de Telegram, deepfakes y todo lo que hay detras

En esta categoria se han incluido todos los tweets que se dedicaban expresamente a informar acerca de los
acontecimientos que llevaron a la organizacion de la protesta. La informacion se transmitio de varias formas.
Por un lado, estan las usuarias que se dedicaron a escribir hilos detallando todo lo sucedido, incluyendo
imagenes informativas o enlaces a noticias. Por otro lado, muchas usuarias difundieron hechos concretos
que les habian impactado. Todo ello con el objetivo de transmitir la magnitud que habia alcanzado el proble-
ma de los deepfakes y las salas de pornografia en Telegram:

Aqui un hilo en espanol con info sobre qué esta pasando en Corea del Sur con los deepfakes y los
grupos de Telegram. #Digital_Sex_Crimes_in_School #Expose_The_Deepfake_Perpetrators #South_
Korea_Expel_Criminals #Protect_WomenAndGirls #Protect_Our_ldols

Hubo menos nacimientos en Corea que hombres en salas de pornografia. Se estima que 1de cada 20
hombres estaba en una de las salas de pornografia. #Protect_ WomenAndGirls #Digital_Sex_Crimes_
in_Schools #Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals

En esta misma linea, las usuarias se mostraron horrorizadas al descubrir no sdlo la cantidad de mujeres
que habian sido victimas de estos crimenes, sino que muchas de ellas eran estudiantes de secundaria o
universidad, lo que implicaba que entre las victimas se encontraban muchas menores de edad. También
expresaron sentir repulsion al descubrir que quienes compartian estas imagenes eran companeros de cla-
se, profesionales de los centros educativos e incluso los propios familiares de las victimas.

Hombres compartiendo imagenes de sus propias familias, padres ensefando fotos de sus propias
hijas... Esto tiene que parar. #Digital_Sex_Crimes_in_School #Expose_The_Deepfake_Perpetrators
#South_Korea_Expel_Criminals #Protect_WomenAndGirls #Protect_Our_ldols

Esta web contenia un archivo de deepfakes de idols, con montones de imagenes, muchas de ellas DE
MENORES. Esto no puede quedar sin respuesta. #Digital_Sex_Crimes_in_School #Expose_The_
Deepfake_Perpetrators #South_Korea_Expel_Criminals #Protect_WomenAndGirls #Protect_Our_Idols

Luchar por la justicia en Corea del Sur es luchar por la justicia para todas las mujeres

Uno de los objetivos de la protesta en linea y del empleo de hashtags era la revision de la legislacion vigente
en relacion con los deepfakes y la implantacion de medidas mas duras para los perpetradores, tema que ha
sido ampliamente discutido en numerosos tuits. A través de las intervenciones en la marcha online, las acti-
vistas feministas espafolas han puesto de manifiesto que las autoridades y los medios de comunicacion
han ignorado los delitos que han sido cometidos, no han llevado a cabo investigaciones exhaustivas o han
optado por ocultarlos. Asimismo, la critica a la intervencion institucional conlleva la consideracion del rol del
gobierno en este contexto, cuya actuacion ha sido objeto de critica y ha sido percibida como evitativa.

Ayuda a las feministas coreanas a que se las veay se las escuche. Su gobierno esta tratando de ocul-
tarlo todo bajo la alfombra. jNo lo permitas, obligalos a actuar! #Digital_Sex_Crimes_in_Schools
#Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals #Protect_WomenAndGirls

En una serie de tuits, se ha planteado la necesidad de medidas institucionales y legislativas que se ex-
tiendan mas alla del contexto especifico de Corea. En este sentido, se ha hecho una llamada al desarrollo de
politicas a nivel internacional, reconociendo la dimension global de este tipo de violencia sexual online y su
potencial capacidad de difusion.

Que esto nos sirva de advertencia, ninguna estamos seguras frente a este tipo de crimenes en ningu-
na parte, pidamos una legislacion fuerte ya #Digital_Sex_Crimes_in_School #Expose_The_Deepfake_
Perpetrators #South_Korea_Expel_Criminals #Protect_WomenAndGirls #Protect_Our_ldols

Se subraya ademas la necesidad de una intervencion educativa de calidad, que reconozca la importan-
cia de la victima y que, simultaneamente, ponga el foco en los perpetradores, dado que numerosas campa-
fnas se centran exclusivamente en la educacion para la adopcion de medidas de proteccion por parte de
posibles victimas.

En un instituto, decidieron hacer una sesion pero COMO SIEMPRE, se hablé con las victimas g hay g
protegerse pero no se habld con los perpetradores para educarlos. #Digital_Sex_Crimes_in_Schools
#Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals #Protect_WomenAndGirls
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Algunas usuarias han expresado su agotamiento ante lo que perciben como negligencia institucional y
han manifestado, de manera irdnica, su intencion de asumir la justicia por sus propios medios dado el desa-
liento causado por la misoginia y el sistema.

Después de haber visto los comentarios de los hombres en los chats de Telegram, incluso sobre me-
nores, hay algo que tengo claro. La justicia no me parece suficiente, que alguien me dé una pistola.
#Protect_WomenAndGirls #Expose_the_Deepfake_Perpetrators #South_Korea_expel_criminals

Que no te esté pasando no significa que no te vaya a pasar

En esta categoria se incluyen los tweets que, ademas de denunciar lo sucedido en Corea en relacion con los
deepfakes, buscan llamar a la accion, haciendo énfasis en que la misoginia online es una problematica glo-
bal. Ademas, buscan concienciar acerca del hecho de que, aunque este problema no haya alcanzado en
Espafia la misma magnitud que en Corea, no significa que esto no pueda suceder, por lo que las feministas
espafolas deben apoyar a las mujeres coreanas en su intento de conseguir que se haga justicia y se casti-
gue a los responsables:

¢Por qué es importante denunciar un delito que ha ocurrido en Corea del Sur? Porque no solo ocurre
alli. Luchar por la justicia en Corea del Sur es luchar por la justicia para todas las mujeres de cualquier
paisy por su libertad. #Protect_WomenAndGirls #Digital_Sex_Crimes_in_Schools.

Por otro lado, hay usuarias que van mas alla y denuncian que en Espafa ya ha habido casos relacionados
con la difusion de deekfakes sexuales de nifias y mujeres y con grupos de Telegram en los que se compartia
contenido sexual:

Basicamente, si es que hasta en Espana ha habido casos, a menor escala pero se han dado un par de
ellos en institutos o universidades. #Digital_Sex_Crimes_in_Schools #Expose_the_Deepfake_
Perpetrators #South_Korea_expel_criminals #Protect_WomenAndGirls

En relacion con lo anterior, y haciendo referencia a la ya mencionada solidaridad internacional, hay usua-
rias que defienden que las feministas de todo el mundo deben apoyarse y luchar juntas, rompiendo con las
barreras geograficas que las separan, algo que ya es posible gracias a las redes sociales. Estas usuarias
hacen hincapié en que se debe buscar que ninguna mujer sea victima de este tipo de violencias o deba vivir
con el miedo de que pueda ocurrirle a ella o a alguien cercano:

Ninguna nifia o mujer merece pasar por todo esto. Sea vivirlo ella o el miedo de que le pueda pasar a
ella o alguien cercano... #Digital_Sex_Crimes_in_Schools #Expose_the_Deepfake_Perpetrators
#South_Korea_expel_criminals #Protect_WomenAndGirls

Discusion

Es mundialmente conocido que Corea del Sur se encuentra ante una crisis de natalidad, con una de las tasas
de natalidad mas bajas del mundo (Hamill-Stewart, 2024). Entre las causas de este fendmeno, no debe ob-
viarse la existencia de factores econémicos; tampoco debe pasarse por alto el alcance de las causas socia-
les y estructurales, entre las que los crimenes miséginos, como el escandalo de los deepfakes, estan muy
presentes. La cifra de 220.000 hombres que formaban parte del canal de Telegram es sin duda alarmante y
plantea la pregunta de por qué las mujeres querrian tener hijos o hijas en una sociedad en la que la violencia
misogina es tan persistente y en la que las instituciones parecen mirar hacia otro lado. Asimismo, deben
considerarse las consecuencias traumaticas que pueden llegar a sufrir las victimas de deepfakes que, ade-
mas, deben hacer frente a una sociedad que las marginay las culpa de lo sucedido (Martini Grimaldi, 2024).

Por otro lado, es importante sefalar que en Corea del Sur se modificé el Acta de Casos Especiales
Relacionados con los Castigos por Delitos Sexuales en septiembre de 2024, debido a la masividad de la
campaina, que llego a aparecer en periddicos internacionales de gran alcance. Desde entonces, la creacion,
posesion, consumo o difusion de deepfakes se considera delito en el pais (Carter, 2025), demostrando que
las protestas funcionan. En el contexto europeo (Mania, 2022), la pornografia de venganza continua siendo
clasificada como delito menor, en vez de como delito sexual, en gran parte de los paises. Paralelamente,
varios paises europeos han iniciado discusiones sobre la regulacion de los deepfakes, aunque el proceso
legislativo avanza lentamente. En el caso de Espafna (Simo6-Soler, 2023), hasta ahora los deepfakes se han
tipificado de una forma que podria considerarse no del todo congruente, al incluirse en la misma categoria
que delitos ya existentes que no son compatibles con la forma en la que se construye el deepfake (a través
de una lA generativay sin consentimiento). En marzo de 2025 se aprobd un proyecto de ley que tipifica como
delito los deepfakes (Ministerio de la Presidencia, Justicia y Relaciones con las Cortes, 2025), aunque a la
fecha en la que se escribe este articulo todavia no se ha puesto en vigor.

Tanto en Espafia (Larrondo et al., 2019) como en Corea del Sur (Shin, 2021), las manifestaciones de cibe-
ractivismo feminista han evidenciado la potencia de la solidaridad afectiva como impulsora de transforma-
ciones sociales y legales. En Espana, a raiz de los acontecimientos ocurridos en el caso de la manaday la
posterior creacion del hashtag #YoSiteCreo (Garcia-Mingo y Prieto-Blanco, 2021), se generd un movimiento
que contribuy6 a una revision de la legislacion vigente, la cual culminé en la promulgacion de la Ley de “Solo
Si es Si". Posteriormente, el hashtag #SeAcabo, que emergio tras el incidente del beso no consentido de
Luis Rubiales a Jennifer Hermoso, se erigié como un punto de convergencia de voces y acciones a nivel in-
ternacional (Rebollo-Bueno y Otero-Escudero, 2025). Estos hashtags fueron escenarios de discusion en los
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que confluyen situaciones de violencia similares vividas por mujeres a nivel internacional, reflejando la idea
de que lo personal es politico (McCann y Kim, 2013).

En el contexto de las movilizaciones online en Corea del Sur, las protestas originadas a raiz del conside-
rado hashtag madre #iamfeminist (Kim, 2017) también enfatizaron este aspecto, al ser un espacio donde las
mujeres compartieron sus vivencias de violencia sexual y cotidianas de manera abierta y, simultaneamente,
exigieron reformas estructurales y legales. Tras este hashtag, surgieron otros para denunciar multiples es-
candalos e injusticias que afectaban a las feministas coreanas, y en ellos, muchas mujeres pusieron de
manifiesto que la violencia sexual se fundamentaba en la desigualdad estructural de género. En relacion con
la violencia sexual, destaca el escandalo de las camaras espia, discutido ampliamente a través de la mani-
festacion en el hashtag #Equal_punishment_for_equal_crime (Kang et al.,2023) donde nuevamente se recu-
rrié al apoyo cibernético para criticar la falta de respaldo institucional y la deficiente actuacion por parte de
las autoridades y el gobierno coreanos.

En los casos mencionados, las plataformas digitales se erigen como agentes fundamentales en la pre-
servacion y promocion de la memoria colectiva, desempenando un papel crucial en la difusion de aconteci-
mientos del pasado que impactan irremediablemente en el presente. Ademas, son capaces de mostrarnos
como se actud en dichas situaciones y permitirnos reflexionar sobre como se esta actuando ahora. Un ejem-
plo de este fendmeno se encuentra en el analisis del hashtag del presente articulo, en el que se muestra el
escandalo de los Deepfakes como una nueva modalidad del caso Nth Room. Esta serie de asociaciones
tienen la capacidad de generar una respuesta emocional intensa en aquellas usuarias que se embarcan en
una lucha constante contra la misoginia sistémica que prevalece en la sociedad y ademas sirven como re-
fuerzo para reivindicar mayor respuesta por parte de las instituciones (Chen et al., 2018).

Es pertinente destacar que el caracter en linea de estas protestas no solo facilita la creacion de redes y
lazos de solidaridad entre las participantes, sino que también posibilita la escuchay validacion sin preceden-
tes a nivel internacional de las voces de las supervivientes. Este fendmeno de la sororidad fortalece la idea
de que los perpetradores de los delitos no deben quedar exentos de responsabilidad en ningun contexto
(Yang y Hu, 2025) y que, en mayor o0 menor medida y de diversas formas, el riesgo de que esto ocurra es
posible para cualquier mujer. Este enfoque representa un feminismo de caracter transnacional, con la capa-
cidad de traspasar fronteras y culturas, al tiempo que ofrece un marco de apoyo global para las multiples
voces, experiencias y desigualdades que enfrentan las mujeres. Es importante destacar que la experiencia
de ser mujer es plural y diversa, resuena colectivamente y nos convoca a la sororidad en una sociedad que
aun mantiene desigualdades de poder que impregnan la vida de mujeres en todo el mundo, exigiendo la
colaboracion y la accion conjunta para su transformacion.

Sin embargo, la limitada popularidad del hashtag analizado a nivel global podria representar el reflejo del
control algoritmico sobre las plataformas de redes sociales, las cuales favorecen las estructuras de poder
tradicionales y emplean técnicas de invisibilizacion que perjudican a las minorias que impulsan el cambio
social desde abajo. Un ejemplo ilustrativo de esta situacion se evidencia en la manera en que las plataformas
digitales moderan de manera desproporcionada el contenido publicado por individuos que presentan carac-
teristicas fisicas no normativas, diversidad funcional, pertenecientes ala poblacion BIPOC (Black, Indigenous,
People of Color) o ala comunidad queer (Shahid y Vashistha, 2023). En este sentido, las y los activistas algo-
ritmicos se han embarcado en la busqueda de alternativas para combatir estas practicas, como se evidencia
en el hashtag #BlackLivesMatter. No obstante, es pertinente senalar que este hashtag no estuvo exento de
invisibilizar a activistas negros y negras que buscaban justicia y que, ademas, viralizo figuras mas acordes
con la cosmovision occidental (Duffy y Meisner, 2022). Asimismo, se ha observado un fenémeno similar en el
movimiento #MeToo, donde el andlisis del hashtag #NiUnaMenos en Argentina evidencio que su contenido
mas viral es creado por hombres o celebridades, promueve la feminidad tradicional y difunde mensajes de
medios de comunicacion tradicionales (Sued, 2023). La repercusion de estos hashtags, que no siempre es
evidente en las protestas en linea, se atribuye a un esfuerzo meticuloso por parte de las resistencias algorit-
micas, que se dedican al estudio del funcionamiento de los algoritmos de las redes sociales y de su capaci-
dad para introducir narrativas de colectivos minorizados (Duffy y Meisner, 2022). Alguna de estas estrategias
es famosa por ser llevada a cabo por K-pop Stans, que desarrollan la practica del «secuestro de hashtags»
(hijacking) para proteger las narrativas disidentes de las personas activistas ante los discursos discriminato-
rios (Treré y Bonini, 2024). Si bien la presente practica no se limita unicamente a brindar respaldo a los y las
activistas, existen, por otra parte, bots que se apropian de los hashtags con el propésito de que las platafor-
mas de redes sociales los detecten como contenido no deseado (spam), el cual puede incluir material de
indole pornografica o publicitaria, entre otros (Treré y Bonini, 2024). Dicha deteccidn conlleva la eliminacion
de los hashtags en cuestion y legitima la colonizacion de datos.
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